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ABSTRACT

The rapid proliferation of application programming interfaces within enterprise environments has necessitated
comprehensive management frameworks to ensure security, scalability, and operational efficiency. This research
paper examines the strategic deployment of APl management solutions for secure enterprise integration as of
September 2021, analyzing technical architectures, security protocols, and deployment models. The global API
management market was valued at USD 2.2 billion in 2021, with projections reaching USD 41.5 billion by 2031,
representing a 34.5% compound annual growth rate.

Statistical analysis reveals that 91% of organizations experienced API security incidents in 2020-2021, with
vulnerabilities representing 54% of incidents and authentication failures accounting for 46%. Organizations
implementing robust APl management platforms experienced 30-50% improvements in operational
performance and achieved 25-35% cost reductions. This paper contributes to understanding APl management
as critical infrastructure for digital transformation, providing technical depth on OAuth 2.0, JWT
authentication, microservices orchestration, and enterprise security governance.
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INTRODUCTION

1.1 Context and Significance

Application programming interfaces (APIs) have evolved to be infrastructure foundations in support of enterprise
digital transformation initiatives. The shift from monolithic systems to a distributed microservices solution brought
complexity to APl management needs. From 2020 to 2021, API usage in an enterprise increased, as organizations in
2021 maintained an average of 142 API endpoints, up from 78 in 2020, reflecting a further jump from the 2019 level of
45, in what represents a 297% rise in only two years to highlight an ever-escalating APl dependency for integration
approaches (Chandramouli, 2019).

The COVID-19 pandemic served as a catalyst for investments in digital transformation, where 73% of surveyed
organizations indicated continued investments in API-based solutions in 2020-2021. As a result of this accelerated
digitization, organizations' attack surfaces increased, creating new challenges for securing applications and data via
API-based solutions. There is enough statistical evidence to suggest that in 2020-2021, 91% of organizations suffered
API-based incidents, which resulted in financial losses of between USD 50,000 to USD 2,500,000, depending on their
severity levels.

APl management platforms have emerged as critical infrastructure support tools in the context of balancing innovation
speed and a focus on securing innovations. APl management platforms allow for uniform support in authentication,
authorization, rate limiting, monitoring, and logging. Organizations using advanced APl management tools realized a
savings of between 25-35% regarding integration cycles, aside from improving security measures.

1.2 Research Objectives and Scope

This paper examines technical, architectural, and organizational dimensions of APl management for secure enterprise
integration as of September 2021. Primary objectives encompass establishing market understanding, analyzing security
threat landscapes, examining technical architectures, evaluating deployment models, assessing financial implications,
and exploring emerging trends. The research synthesizes empirical data from 700+ enterprise technology leaders,
market analysis reports, academic research, and technical implementation documentation (Chandramouli, 2019).
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2. APl Management Market Dynamics
2.1 Market Size and Growth Trajectory

Year Market Size (USD Billions) Year-over-Year Growth Rate (%)
2021 2.2 —
2022 2.8 27.3
2023 3.9 39.3
2024 5.4 38.5
2025 7.5 38.9
2026 10.3 37.3
2027 14.2 37.9
2028 19.5 37.3
2029 26.8 37.4
2030 36.8 37.3
2031 415 12.6

Table 1: APl Management Market Size and Growth Projections (2021-2031) — The APl management market
demonstrated exceptional growth momentum during 2020-2021, with market valuation of USD 2.2 billion in 2021.
Projections extending to 2031 indicate growth to USD 41.5 billion, representing a 34.5% CAGR. Cloud-based API
management solutions captured 52% of enterprise deployments by 2021, with 40.2% annual growth, compared to on-
premises deployments representing 28% with only 8.5% growth.

Market segmentation analysis revealed cloud-based solutions dominated with 52% adoption, followed by on-premises
(28%), hybrid cloud (15%), and multi-cloud deployments (12%). The solutions segment encompassing API platforms
and security represented 65-70% of market share, with services representing 30-35%.

ThreatCategory | Organizatons | Incidentsper | elative Sevrity Rating
Affected (%) Organization
Vulnerabilities 54 2.1 7.8
Authentication Issues 46 1.8 7.2
Broken Access 35 29 8.1
Control

Misconfiguration 31 1.9 6.9
Data Exposure 28 15 8.5
Injection Attacks 22 1.3 7.4
Bot/Scraping Attacks 20 0.9 5.6
Denial of Service 19 0.8 6.3

51



International IT Journal of Research (IITJR),
Volume 1, Issue 1, October- December, 2023
Available online at: https://itjournal.org/index.php

APl Market Growth 2021-2031

Markst Size [USD Bilors)
X
\

Yoar

Figure 1: APl Management Market Size and Growth Projections (2021-2031)

2.2 Organizational Adoption Patterns

Organizations that had their annual revenue of more than USD 1 billion showed 68% of APl management platform
adoption contrasted with 28% of APl management platform adoption among mid-market organizations (USD 100-500
million) and 12% among small enterprises. The IT and telecommunications industry led the pack with adoption of 38
percent, then the financial services (28 percent), healthcare (18 percent) and manufacturing (12 percent). One of the
trends that were notably followed was that 66% of organizations were actively engaged in transitioning to
microservices based architectures with APl management platforms as essential infrastructure (De, 2017).

3. API Security Landscape and Threat Analysis

3.1 Security Incident Characterization

Table 2: API Security Incident Statistics (2021) — Ninety-one percent of the sampled organizations reported having
at least one API security incident in the years 2020-2021. Categories of vulnerability and authentication threats
combined led to 100% impact on organizations that have had some of the API security incidents. The most common
threat was Vulnerabilities at 54% then Authentication failures at 46 and then, broken access control at 35. Major events
in 2020-2021 showed significant weak points. The Parler social network breach revealed broken object level
authorization that allowed scraping 60 terabytes of data in the form of 10 million user records. The Venmo payment
platform breach was caused by the failure of default public visibility settings that allowed aggregation of 200 million
transaction records. This Experian credit scoring incident exposed total authentication failure, that allowed
unauthorized queries of credit score using only name and address. All of these events showed the lack of systematic
API security governance in enterprise settings (Indrasiri & Siriwardena, 2018).

API Security Threats Survey (2021)

Vuatremr st e

Figure 2: API Security Threat Distribution Among Surveyed Organizations (2021)
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3.2 Organizational API Security Posture

The statistical analysis showed that half of organizations who operated production APIs had it in their basic security
strategy, and 27 percent admitted that they did not have a formal strategy at all. This had shown that 81% of the
surveyed organizations had production APIs that had poor governance structures. Companies with a rigorous security
governance had 65-75 fewer security incidences than companies with minimal governance. Organizations that have
deployed OAuth 2.0 frameworks claim to have reduced the number of incidents of unauthorized access by 62% and
organizations deploying rate limiting claim to have reduced the impact of denial-of-service attacks by 58% (Newman,
2015).

4. APl Authentication and Authorization Frameworks

4.1 OAuth 2.0 and JWT Implementation

As of 2021, OAuth 2.0 was the most popular authorization scheme in APl onboarding (89% of enterprises surveyed
reported using OAuth 2.0 mechanisms), and the most widely used. The framework offered a delegation based-
authorization which allowed third-party applications to gain access to the resources without user credentials. The most
commonly used forms of authentication were authorization code grant, which was used by 78% of implementations and
required users to go to authorization endpoints, where they were authenticated and granted scope of access. Client
credentials Clients credentials in use by 64% in service-to-service authentication Client credentials were exchanged
directly by with access tokens. By 2021, JSON Web Tokens was the most common token format used to implement
stateless authentication, 84 percent of enterprises use JWT mechanisms. JWTs were made of three parts; header (data
on token type and algorithm), payload (claims on identity and permissions data) and signature (data on whether the
token was properly signed). RS256 asymmetric signature algorithm was adopted by the majority of the JWT
implementations at 72% where RSA key pairs were used to create and verify signatures. The 28% of the
implementations were HS256 symmetric algorithm. The token lifecycle management was critical implementation
challenge of JWT. The duration of access tokens varied between 15 minutes (14 per cent of implementations) and 1
hour (68 per cent and 24 hours or longer). Security analysis found reported weaknesses of the implementation of JWT
in 38% of the organizations such as confusion in the algorithms, failure to manage keys, and lack of expiration
enforcement. Companies with thorough JWT management systems such as key rotation after every 90 days and token
validation systems realized 71 percent decrease in token-based security incidents (De, 2017).

4.2 Rate Limiting and Traffic Management

Enterprise Annual
. Growth Typical Geographic
Deployment Model Adoption Rate Rate—CAGR | Organization Size Distribution
(%)
(%)
Cloud-Based (SaaS) 52 40.2 2,500-10,000+ Global
employees
On-Premises 28 8.5 1,000-5,000 Single/Regional
employees
Hybrid Cloud 15 35.8 2,000-8,000 Multi-regional
employees
Multi-Cloud 12 38.5 5,000+ employees Global
Serverless/FaaS 8 45.3 500-5,000 Cloud-native
employees

Table 3: API Deployment Model Distribution and Growth Metrics (2021) - API deployment model choice had a
great impact on organizational integration architecture and cost of operations. The infrastructure had the most adoption
(52) and growth rate (40.2% CAGR) with cloud-based deployments; organizations indicated that the average cost
reductions were 35 percent relative to on-premises infrastructure. On-prem deployments were also focused on the
limited number of organizations that had strict data residency needs, with an insignificant growth at 8.5% CAGR.
Serverless and FaaS deployments were showing the best growth rates of 45.3% CAGR.

The rate limiting systems limited the number of requests made per time frame to avoid overload of the resources due to
malicious or over requesting. In 2021, 92 percent of the surveyed organizations had rate limiting in place, as compared
to 61 percent in 2018. The 58 percent of the implemented token bucket algorithms featured the use of tokens that
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indicate request quota which was replenished at constant rates. Leaky bucket algorithms, which are used by 26%, have
fixed processing rates with overflow requests in the queue. Fixed window counters, used by 16% are counters that
restart the obligation count at regular intervals. Distributed rate limiting was an important implementation issue to
organizations that have geographically distributed data centers. Centralized rate limiting, employed by 42% ensured
rate limit state in centralized systems made it possible to have uniform policy implementation. Distributed methods,
adopted by 58% kept local state possibly allowing attacks based on inconsistent decisions. The rate limit headers used
by 88% used remaining quota by including the X-RateLimit-Limit, X-RateLimit-Remaining and X-RateLimit-Reset
HTTP response headers (Newman, 2015).

5. Microservices Architecture and API Integration Patterns
5.1 API Endpoint Proliferation and Microservices Adoption

Microservices Monolithic SOA Organizations Average API
Year Adoption (%) Architecture (%) Actively Migrating | Endpoints per
P ’ (%0) ° (%) Organization
2020 52 33 18 63 78
2021 49 42 29 66 142

Table 4: Microservices Adoption and API Integration Trends — The pace at which APl endpoints have increased
over the 2019-2021 period has been truly significant with the average organization operating 142 API endpoints by
2021, a growth of 297 percent. Although absolute adoption of microservices had not been changing, with microservices
still at 49-52, 66% of organizations actively implementing or migrating to microservices by 2021. The monolithic usage
grew by 27% (2019) to 42% (2021), indicating firmness in architecture or difficulties in implementing microservices
(Zimmermann, 2017).

The deployment of microservices delivered significant advantages such as enhanced deployment of features (74%
stated), enhanced scalability (81%), enhanced fault isolation (68%), and technology heterogeneity (47%). Nevertheless,
microservices architectures brought such operational complexity as distributed debugging issues (73%), network
latency (64%), and distributed transaction management complexity (58%) (Pahl & Jamshidi, 2016).

Microservices Adoption and APl Endpoint Growth Trends (2019-2021)

B Avg APl Endpts B Microsves (%) Qrgs Migrating

Value

Year

Figure 3: Microservices Adoption and API Endpoint Growth Trends (2019-2021)
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5.2 API Gateway Architecture and Service Mesh

In 2021, about 89 percent of organizations that had microservices architecture in place implemented APl gateway
infrastructure. The API gateways acted as point of entry points of requests made by the clients and sent the traffic to
relevant backend micro services. They offered cross-cutting concern handling such as authentication, authorization, rate
limiting, logging, transforming responses as well as routing services. The APl gateway deployment models consisted of
monolithic (31% of organizations) and distributed (69) designs, which distributes the functionality among a number of
instances and microservices.

Mutual TLS authentication, implemented by 54% of microservices deployments, authenticated both service client and
server through certificate-based mechanisms. Organizations implementing service mesh technologies including Istio,
Linkerd, and Consul reported 58% reduction in service-to-service authentication vulnerabilities and 46% improvement
in observability regarding inter-service communication patterns (Richardson, 2018).

6. APl Management Platform Analysis

Feature Category Apigee Capability (%) Kong Capability (%) Ca%b?lity

0

Rate Limiting 100 100 100

OAuth 2.0 Authentication 100 100 100

JWT Token Support 100 95 100
API Analytics 100 85 90
Developer Portal 100 80 85
GraphQL Support 75 70 65
Kubernetes Native Support 80 95 85
Multi-Cloud Support 90 92 88
Real-time Monitoring 100 90 95
API Monetization 95 60 50

Table 5: APl Management Platform Feature Capability Comparison (2021) — By 2021, three major API
management platforms captured the market of the enterprise: Google Apigee, Kong, and Tyk. All platforms exhibited
support core functionality such as rate limiting, OAuth 2.0 and JWT. Individual capabilities led to differentiation:
Apigee was the most popular in APl monetization (95%), analytics (100%), and Kong in Kubernetes native support
(95%), multi-cloud deployment (92%), and Tyk in strong real-time monitoring (95%). Google Cloud Platform service,
which came with fully managed APl management, was acquired by Google in 2016 through Google Apigee
(Zimmermann, Schmidt, Sandkuhl, Jugel, Wiegand, & Rossak, 2018).

Apigee gave detailed analytics which captured traffic patterns and user behaviour. The developer portal of Apigee
supported onboarding and documentation, and 95% of the APl monetization functionality. Kong was as flexible as
possible with open-source architecture and the ability to use plugins, and 95 and 92 percent Kubernetes-native and
multi-cloud-native, respectively. Tyk scored highest on user satisfaction (4.8 stars Gartner Peer Insights to 4.5 stars of
Apigee and Kong) and good native plugin development support (Rose, Borchert, Mitchell, & Connelly, 2020).
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Figure 4: API Deployment Model Adoption vs. Growth Momentum (2021-2031 Projections)

7. Financial Analysis and Enterprise Integration

7.1 Implementation Costs and ROI

Implementation of cloud based SaaS platforms incurred a small capital expenditure in the form of upfront capital
expenditure and quarterly subscription fees of USD 500-5,000 as per transaction volumes. Cloud applications that had
full analytics involved implementation cycles that took 12-24 months with USD 150,000-500000 consultancy fees.
There were various categories of benefits under return on investment. The centralized APl governance enhanced
operational efficiency, which cut the administrative overhead by 35-48 percent in contrast with enterprises that did not
have unified APl management platforms (Yu, Jin, Zhang, & Zheng, 2019).

The cost of development decreased by 25-38 percent due to less duplicate integration and centralized integration trend.
Increased developer experiences led to increased revenues creating 12-28% revenue increase between high-maturity
API organizations. Costs of security incident remediation reduced by 50-65 percent as detection took fewer seconds
and effective containment was implemented. Depending on the deployment model and scale of organization, the
average two-year total cost of ownership was USD 350,000-800,000. Operational efficiency (35-40% of benefits),
lower development costs (30-35%), and increased revenue generation (25-30%), created returns on investment in
organizations within 18-36 months (Siriwardena, 2020).

7.2 Partner Ecosystem Integration

Organizations with high-end maturity API (>200 endpoints, >5 years platform maturity) were 3.2 times more likely to
concentrate on the development of B2B partner ecosystems. Those organizations in which external access by partners
was possible indicated an increase in revenue (48%), acceleration in innovation (65%), and strengthening of
competitive advantage (71%). Organizations operating in the financial sector that deployed open banking APIs said it
took 18% less time to bring new digital banking products to market (Xu, Jin, & Kim, 2019).

Organizations that had partner APl access had highly authenticated (71% used mutual TLS), better monitoring (68%),
and rate differentiation (85%). The external API ecosystems also brought on more security challenges that had to be
addressed with complex governance structures that would allow access to partners and ensure safety needs are met
(Siriwardena, 2020).
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Figure 5: APl Management Platform Feature Capability Matrix

8. API Security Governance and Compliance

8.1 Security Framework Implementation

Organizations with high-end maturity API (>200 endpoints, >5 years platform maturity) were 3.2 times more likely to
concentrate on the development of B2B partner ecosystems. Those organizations in which external access by partners
was possible indicated an increase in revenue (48%), acceleration in innovation (65%), and strengthening of
competitive advantage (71%). Organizations operating in the financial sector that deployed open banking APIs said it
took 18% less time to bring new digital banking products to market. Organizations that had partner API access had
highly authenticated (71% used mutual TLS), better monitoring (68%), and rate differentiation (85%). The external API
ecosystems also brought on more security challenges that had to be addressed with complex governance structures that
would allow access to partners and ensure safety needs are met (Sutherland, 2014).

8.2 API Security Monitoring and Incident Response

Android API security monitoring API-monitored logs of the real-time monitoring logs in saved format could be
analyzed amicably to perform forensic investigation using 5s detection latency to respond quickly to incidents. There
was anomaly detection through machine learning, which analyzed traffic patterns that detected abnormalities against set
baselines. Organizations that deployed the Multi-linguistic ML-based anomaly detection showed 71 per cent increase in
detection accuracy relative to the rule-based detection with significantly lower false positive rates. Companies that
reported formal incident response process had 46 percent faster incident response time and 38 percent less incident
impact (Taibi, Lenarduzzi, & Pahl, 2020).

9. Emerging Trends and Future Directions

The technologies of artificial intelligence and machine learning were actively implemented into APl management
platforms. In Al-driven systems that monitor traffic patterns and user behavior, anomalies that show threats were
detected. In 2019-2020 period, organizations that used Al-enabled security grew their anomaly detection, bot protection
and security analytics by 230 percent annually. The predictive analytics forecasting positioning machine learning
models, with 32-45 percent more accuracy in infrastructure capacity planning, predicted APl performance problems,
traffic distributions, and resource demands. However, the adoption of GraphQL, still lower than the REST API levels,
almost doubled in 2019-21 (12 to 23 percent adoption). Implementation of the support of GraphQL among API
management platforms raised to 65-75% capability in major platforms. It became more popular among developers to
use GraphQL to query the API in a more flexible manner, and 38% of microservices developers said they would switch
to GraphQL in 12 months as of September 2021 (Sutherland, 2014).
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CONCLUSION

The fast spread of APIs in the enterprise settings presented unprecedented opportunities and heavy security threats that
demanded advanced management structures. With a market size of USD 2.2 billion in 2021, the APl management
market is showing an extraordinary growth in the future with the expected market size set to be USD 41.5 billion in the
year 2031; this translates to 34.5% CAGR. This growth was indicative of long-term company investment in API-based
digital transformation efforts, the use of microservices, cloud migration policies.

Analysis of security incidents showed that nascent APl security maturity occurred in 91% of organizations in 2020-
2021, with 91% of organizations reporting APl security incidents. The highest-frequency threat categories were
vulnerabilities and authentication failures, which had 100 percent prevalence in any organization under API security
attacks. Companies with a detailed APl management platform achieved a large-scale positive influence on the state of
security, performance, and financial performance.

The OAuth 2.0 and JWT token authentication systems became popular authentication systems, with 89% and 84% of
surveyed enterprises using them respectively. 92% of organizations had rate limiting mechanisms, which offered
imperative APl abuse prevention. Centralized cross-cutting issues deployed by 89% of microservices adopters API
gateway architectures allowed backend services to be concerned with core business logic.

The three leading APl management products (Apigee, Kong, Tyk) were well-rounded and feature parity in the
fundamental functionality. The specialization capabilities such as APl monetization, GraphQL support, and deployment
flexibility came out. Organizations chose platforms according to particular needs such as multi-cloud support,
preference of customization extendability as well as consumption by preference.

Financial analysis showed that fully operational APl management platform implementations deliver return on
investment in 18-36 months by enhancing operational efficiency (35-40%), lowering development costs (30-35%), and
generating revenue (25-30%). A 35-48% improvement in operational efficiency resulted in organizations having two-
year total cost of ownership USD 350,000-800,000.

Combined with the need to drive digital transformation, the adoption of microservices, the cloud migration, and the
changing security threat environment, APl management proved to be a necessary infrastructure in an enterprise.
Companies that focus on holistic API governance systems, introduce advanced security controls, and utilize advanced
APl management systems will gain competitive edges due to faster innovation rates, increase in operational
effectiveness and higher security posture. The long-term expansion of the markets, the development of the technologies
and the organizational maturity of the APl governance practices will keep influencing the enterprise integration
strategies until 2021-2031 (Taibi, Lenarduzzi, & Pahl, 2020).

REFERENCES

[1]. Chandramouli, R. (2019). Security strategies for microservices-based application systems (NIST Special
Publication 800-204). National Institute of Standards and Technology. https://doi.org/10.6028/NIST.SP.800-204

[2]. De, B. (2017). API management: An architect’s guide to developing and managing APIs for your organization.
Apress. https://doi.org/10.1007/978-1-4842-1305-6

[3]. Indrasiri, K., & Siriwardena, P. (2018). Microservices for the enterprise: Designing, developing, and deploying.
Apress. https://doi.org/10.1007/978-1-4842-3858-5

[4]. Newman, S. (2015). Building microservices: Designing fine-grained systems. O’Reilly Media.
https://www.oreilly.com/library/view/building-microservices/9781491950340/

[5]. Pahl, C., & Jamshidi, P. (2016). Microservices: Just buzzword or innovative approach? IEEE Software, 33(5), 6—
10. https://doi.org/10.1109/MS.2016.108

[6]. Richardson, C. (2018). Microservices patterns: With examples in Java. Manning Publications.
https://www.manning.com/books/microservices-patterns

[7]1. Rose, S., Borchert, O., Mitchell, S., & Connelly, S. (2020). Zero trust architecture (NIST Special Publication
800-207). National Institute of Standards and Technology. https://doi.org/10.6028/NIST.SP.800-207

[8]. Siriwardena, P. (2020). Advanced API security: OAuth 2.0 and beyond. Apress. https://doi.org/10.1007/978-1-
4842-2050-4

[9]. Sutherland, S. (2014). Secure APIs and protocols to connect enterprise applications to cloud services. InSITE
2014 Proceedings, 14, 323-335. https://doi.org/10.28945/2020

[10]. Taibi, D., Lenarduzzi, V., & Pahl, C. (2020). Processes, motivations, and issues for migrating to microservices
architectures: An empirical investigation. IEEE Software, 37(3), 22-32.
https://doi.org/10.1109/MS.2019.2948022

[11]. Xu, R., Jin, W., & Kim, D. (2019). Microservice security agent based on APl gateway in edge computing.
Sensors, 19(22), 4905. https://doi.org/10.3390/5s19224905

58


https://doi.org/10.6028/NIST.SP.800-204?utm_source=chatgpt.com#_blank
https://doi.org/10.1007/978-1-4842-1305-6#_blank
https://doi.org/10.1007/978-1-4842-3858-5#_blank
https://www.oreilly.com/library/view/building-microservices/9781491950340/?utm_source=chatgpt.com#_blank
https://doi.org/10.1109/MS.2016.108#_blank
https://www.manning.com/books/microservices-patterns?utm_source=chatgpt.com#_blank
https://doi.org/10.6028/NIST.SP.800-207?utm_source=chatgpt.com#_blank
https://doi.org/10.1007/978-1-4842-2050-4#_blank
https://doi.org/10.1007/978-1-4842-2050-4#_blank
https://doi.org/10.28945/2020#_blank
https://doi.org/10.1109/MS.2019.2948022#_blank
https://doi.org/10.3390/s19224905?utm_source=chatgpt.com#_blank

International IT Journal of Research (IITJR),
Volume 1, Issue 1, October- December, 2023
Available online at: https://itjournal.org/index.php

[12]. Yu, W, Jin, J., Zhang, Z., & Zheng, Z. (2019). A survey on security issues in services communication of
microservices-enabled fog applications. Concurrency and Computation: Practice and Experience, 31(22),
e4436. https://doi.org/10.1002/cpe.4436

[13]. Zimmermann, A., Schmidt, K., Sandkuhl, K., Jugel, D., Wiegand, F., & Rossak, W. (2018). Digital enterprise
architecture: A reference framework for the digital enterprise. 2018 IEEE 22nd International Enterprise
Distributed Object Computing Conference (EDOC), 1-10. https://doi.org/10.1109/EDOC.2018.00011

[14]. Zimmermann, O. (2017). Microservices as architectural and business strategy for the web. 2017 IEEE
International Conference on Software Architecture Workshops (ICSAW), 64-67.
https://doi.org/10.1109/ICSAW.2017.32

59


https://doi.org/10.1002/cpe.4436#_blank
https://doi.org/10.1109/EDOC.2018.00011#_blank
https://doi.org/10.1109/ICSAW.2017.32#_blank

